Important Message Regarding the Target Data Breach

Target recently announced a major payment card data breach in 1,800 of its stores. It affects individuals
who made in-store purchases between November 27, 2013 and December 15, 2013.

Target is currently assessing the banks affected that may have customers who have been impacted.
While this may not affect many or all of our customers, we are working diligently to protect those
cardholders who may be affected by this event. We are monitoring card activity and reissuing cards if
requested by the customer.

If we are notified that your Community National Bank and Trust Debit Card data was included the
compromise, we will increase the level of monitoring on your card and will contact you immediately if
we discover potentially fraudulent transactions. You do have the choice of coming into one of our
banking centers to obtain a new card with a new number, or request that we mail you a new card. Upon
issuing you a new card, we will close your old card. Please note we will never call you over the phone
and ask you to give us any confidential information. We are committed to helping you protect and
maintain your purchasing power.

If you used your card at a Target store during this time frame, you can stop by any of our banking
centers and request a new instant issue Debit card that can be obtained during your visit. Please know
that you can also change your PIN in any of our locations, or please call us at 1-800-448-8268 to change
your PIN over the phone.

If you have a Community National Bank and Trust Credit Card and that card has been compromised we
will follow the same monitoring procedures as outlined above for your debit card.

As always, we encourage customers to monitor their accounts, and notify us of any unauthorized or
suspicious activity. Consumer cardholders are not liable for any unauthorized use of their card.

For more information and Q & As on this payment card breach, please go to
https://corporate.target.com/.
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